
ビジネスメール詐欺に注意！

自社の会社経営者等を名乗り、偽のメールを組
織や企業に送りつけ、従業員を騙して犯人の用
意した口座へ送金させる詐欺の手口

ビジネスメール詐欺

ビジネスメール詐欺の手口

①攻撃者が企業の経営者等になりすまし、新たな連絡
手段としてＳＮＳグループの作成を指示する

②指示を受けた従業員が、指示通りＳＮＳグループを
作成し報告すると、そこで犯人側の口座への振り込
みを指示される

詐欺被害防止対策

●不審なメールに注意
不審なメールを受信した場合は、社内で情報共有し、
会社全体で対応しましょう。

●送金時の確認の徹底
取引先へ送金をする際は社内での確認を徹底しましょう。

●サイバーセキュリティ対策
セキュリティソフトは常に最新のものにアップデートし
ましょう。
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